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WatchGuard Firebox M390 zbh. High
Availability for 3-Year * Auftragsbezogen
nicht Stornierbar * Beschreibung auf
Anfrage

Artikelnummer 999984562

Gewicht 1kg

Lange Imm

Breite 1mm

Hohe 1mm
Produktbeschreibung

Kleine Unternehmen sind in der Regel weniger gut geschitzt und verwundbarer. Daher sind sie zum neuen grof3en Ziel fir
Cyberangriffe geworden. Die WatchGuard Firebox M390 ist speziell fir den Schutz von kleineren Unternehmen aller Art konzipiert, die
den gleichen ausgeklugelten Attacken ausgesetzt sind wie Grol3unternehmen. Kleinere und mittlere Unternehmen profitieren aufgrund
der einzigartigen Architektur von Best-in-Class-Sicherheitsdiensten - von URL Filtering Gber Intrusion Prevention und Application
Control bis Ransomware Prevention - ohne die Kosten und Komplexitat stemmen zu missen, die sonst mit dem Einsatz verschiedener
Einzelldsungen einhergehen.
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e Schnelle und einfache Bereitstellung
Mit WatchGuard Cloud kénnen IT-Mitarbeiter die Konfigurationsdaten in einer Cloud (6ffentlich oder privat) erstellen sowie
speichern. Die neue Appliance muss nur an den Bestimmungsort verschickt werden. Das Gerat ist umgehend einsatzbereit. Es
stellt eine sichere Verbindung zur Cloud her, um die Konfigurationseinstellungen herunterzuladen - Reisekosten und Zeitaufwand

fur Mitarbeiter entfallen.

e Umfassende Automatisierung

WatchGuard Firebox-Appliances der M-Serie bieten eine umfassende Automatisierung, sodass Ihr IT-Team mit weniger Aufwand
mehr erreichen kann. Dank WatchGuard Automation Core kann die Bereitstellung aus der Cloud erfolgen, Bedrohungen kénnen
abgewehrt, Signaturen aktualisiert sowie Malware-Gefahren erkannt und bekéampft werden - und das alles, ohne dass dafir ein

Finger gertihrt werden muss.

e Homogene Sicherheitsplattform als Mittel gegen komplexe Lésungen
Die WatchGuard Unified Security Platform ist ein wahres Kraftpaket fiir IT-Teams. Durch die bedienerfreundliche Integration von
WatchGuard Firebox-Appliances mit den Losungen fur Authentifizierung, Endpoint-Sicherheit und WLAN wird ein umfassendes,
mehrschichtiges Sicherheitskonzept umgesetzt. Das Zusammenziehen von Sicherheitsmechanismen auf einer einzelnen Plattform
fuhrt zu einer Effizienz, die mit isolierten Einzelsystemen schlicht nicht moglich ist. Haufige manuelle Aufgaben, welche viel Zeit
beanspruchen, kénnen automatisiert werden.

e Eine Ansicht lhres gesamten Netzwerks aus der Cloud-Perspektive
WatchGuard Cloud Visibility erméglicht die vollstandige Visualisierung eines Netzwerks. Auf diese Weise kdnnen tberall und
jederzeit schnelle, fundierte und effektive Entscheidungen im Sinne der Netzwerksicherheit getroffen werden. Die Plattform
umfasst mehr als 100 Dashboards und Berichte, mit denen schnell allgemeine Trends und Anomalien gesehen und zugehdrige
detaillierte Informationen angezeigt werden kénnen.

e Erweiterungsmodule fir eine héhere Portdichte
Die Firebox M-Serie bietet Erweiterungssteckplatze zum Hinzuftigen von Netzwerkmodulen, mit denen eine Netzwerkkonfiguration
definiert werden kann, die keine Wiinsche offen lasst. Jede Appliance verfiigt Uber einen offenen Modulsteckplatz fur
Erweiterungsmodule mit Optionen fuir 4 x 1 Gbit/s Kupfer, 4 x 1 SFP, 2 x 1 SFP+ oder 4-Port Multispeed-Ports. Mit dieser
Netzwerkmodularitat kénnen IT-Fachleute ihre Portkonfiguration ihren Anforderungen entsprechend konfigurieren und gleichzeitig
sicherstellen, dass Anpassungen der Firewall im Zuge des Netzwerkausbaus jederzeit flexibel vorgenommen werden kdénnen.

Produkteigenschaften

Verschlisselungsalgorithmus
Netzwerk/Transportprotokoll

Leistungsaufnahme im Betrieb

Kapazitat - Kapazitat

Bereitgestellte Schnittstelle -
Schnittstellen

Netzwerk - Formfaktor
Software - Typ

Gewicht

Netzwerk - Typ
Farbkategorie

Gestellte Leistung

Netzwerk - Anschlusstechnik
Anz. Anschlusse

TLS 1.2, 256-Bit-AES
L2TP, FTP, IMAPS, TCP/IP, IPv6, IPSec, POP3S, SMTP, UDP/IP
76 Watt

TDR-Host-Sensoren: 150, Neue Verbindungen pro Sekunde: 98000, Virtuelle Schnittstellen
(VLANS): 250, Gleichzeitige Anschliisse: 4500000, EDR Core-Lizenzen: 150, Mobile VPN-
Tunnel: 250

2 x USB, 1 x serial, 8 x 1000Base-T - RJ-45

Extern

WatchGuard Cloud, WatchGuard Dimension
3,65 kg

Sicherheitsgerat

Rot

120 Watt

Kabelgebunden

8
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Weitere Bilder
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atchGuard

Seite 3



