Datenblatt zu Trellix McAfee Policy Auditor for Servers inkl. 1 Jahr Gold Support Win/Mac/Lin, Multilingual (Lizenzstaffel 26-50 User)

Trellix McAfee Policy Auditor for Servers

_ : . Y
inkl. 1 Jahr Gold Support Win/Mac/Lin, )
Multilingual (Lizenzstaffel 26-50 User)
Artikelnummer 991170358
Gewicht 1kg /
:232 122 McAfee .
Hohe 1mm Policy Auditor
.
Produktbeschreibung

McAfee Policy Auditor stellt IT-Kontrollen vordefinierten Richtlinieninhalten gegeniiber, sodass Sie konsistente und prazise Berichte in
Bezug auf wichtige Branchenvorschriften und interne Richtlinien fiir lnre gesamte Infrastruktur oder gezielt fiir bestimmte Systeme
erstellen kdnnen. Policy Auditor ist eine Agenten-basierte IT-Losung, die das Security Content Automation Protocol (SCAP) dazu nutzt,
die fur interne und externe IT-Audits erforderlichen Prozesse zu automatisieren.

e Optimieren Sie den Compliance-Nachweis

Nutzen Sie vorgefertigte Richtlinienvorlagen, um manuellen Aufwand zu vermeiden und die Einhaltung wichtiger
Branchenvorgaben und interner Unternehmensfuhrungsrichtlinien nachzuweisen, darunter PCI DSS, SOX, GLBA, HIPAA, FISMA
und die Best-Practice-Frameworks ISO 27001 und COBIT. McAfee Policy Auditor enthalt ein speziell gestaltetes Dashboard, das
eine zusammenfassende Ubersicht iiber den Compliance-Zustand nach PCIl-Anforderung/Kontrolle bietet.

Verschaffen Sie sich mit McAfee ePO und Vulnerability Manager uniibertroffene Integration

Mit McAfee ePolicy Orchestrator (ePO) konsolidieren Sie das Management von Endgeréten und der Compliance und erleichtern
die Agenten-Verteilung, das Management und die Berichterstellung und senken so die Gesamtkosten. Die Integration in McAfee
Vulnerability Manager ermdglicht es Unternehmen, Audits mit und ohne Agenten zu konsolidieren.

Erhalten Sie die neuesten Standards in der Compliance-Validierung

Bleiben Sie bei Compliance-Standards immer auf dem Laufenden. Die SCAP-Validierung (Security Content Automation Protocol)
durch das US-amerikanische National Institute of Standards and Technology (NIST) ermdglicht es Agenturen, den FDCC-Standard
(Federal Desktop Core Configuration) einzuhalten.

o Passen Sie die Uberpriifung durch die IT-Kontrollen von Policy Auditor an, und erweitern Sie sie

Erstellen Sie Regeln mit jeder Skript-Sprache, die vom gepriften System unterstitzt wird, um die Priffunktionen von Policy Auditor
zu erweitern. Zu den Sprachbeispielen zéhlen VBScript, Stapeldateien, Perl und Python.

Verhindern Sie mit einem Blackout-Fenster die Unterbrechung kritischer Geschéaftsanwendungen

Stellen Sie die Haufigkeit der Datenerfassung so ein, dass Sie automatische Berichte mit genauen Daten erhalten. Um
Unterbrechungen kritischer Geschéftsanwendungen zu verhindern, kann der IT-Betrieb durch ein \"Blackout-Fenster\" die
Erfassung von Audit-Daten wahrend der Hauptgeschaftszeiten sperren.

Schneller, automatischer Import von Branchen-Benchmarks

Laden Sie Benchmarks von maRRgeblichen Websites herunter. Innerhalb von Minuten kénnen Sie detaillierte
Sicherheitsempfehlungen zur Bestétigung der Befolgung von Vorschriften ansehen, oder gestalten Sie Ihre eigenen internen
Firmenrichtlinien auf der Basis empfohlener Vorgehensweisen der Sicherheitsgemeinschatt.
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Produkteigenschaften

Details zu Service & Update als neue Release-Fassung - 1 Jahr, Web Knowledge Base Access - 1 Jahr, E-Mail-

Support - Typ Benachrichtigung - 1 Jahr, Telefonberatung - 1 Jahr - Verfligbarkeit, Virusdefinitions-Update - 1 Jahr,
Websupport - 1 Jahr - Verfugbarkeit: 24

Lizenzkategorie Lizenz

Lizenztyp Lizenz

Preislage 26-50

Anzahl Lizenzen 1 Server

Produkttyp Lizenz

Seite 2



Datenblatt zu Trellix McAfee Policy Auditor for Servers inkl. 1 Jahr Gold Support Win/Mac/Lin, Multilingual (Lizenzstaffel 26-50 User)

Weitere Bilder

McAfeer /

Policy Auditor

Security @
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